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Introduction

Model List:

PDU15SW8RNET
PDU20SW8RNET

Package Contents

Mounting Brackets (2pcs)

XX

Bracket Mounting
Screws M4 X 6mm (5pcs)

N
®®®®®

Washers for
rack mounting (5pcs)

Product Features

Front View
® ® ®
T ~ ST
® ® " ' ®

1. On/Off Switch - Master On/Off switch protected with a cover to
prevent accidental shut off.

2.Manual Button - Safeguard button. Must be pressed concurrently
with the individual outlet On/Off buttons.

3. Manual Button Indicator- Indicates when the Manual Button is

pressed.
Cord Retention Tray 4. Outlet Buttons- Local On/Off buttons for individual outlets.
(1) 5. Outlet Indicator- Indicates the On/Off status of each outlet.

6. Voltage & Current & Power Indicators- Indicates what category
the value displayed on the LCD belongs to.

7. Metered Readout - Displays PDU information including Voltage,
Current, and Power.

8. Selection Button - Changes the information displayed on the LCD.

9. Mounting Brackets- Brackets for rackmount installation.

IR
R

Cord Organizers for
Cord Retention Tray (8pcs)

FEPRPY

Cord Retention Tray
Mounting Screws M3 X 6mm (5pcs)

Back View

PDU15SW8BRNET

Documentation:

Registration
Card

Registration Card
User Manual

Before using, please check to ensure the package contains all the
items shown above. If there are missing parts please contact
CyberPower technical support at www.CPSww.com or call 1-877-

Check 297-6937.

Safety Precautions -
Read the following before installing or operating
the Power Distribution Unit (PDU):

1. Use only the supplied hardware to attach the mounting brackets.

2. The PDU must be plugged into a three-wire, grounded outlet on a
circuit protected by a fuse or circuit breaker. Connection to any other type
of power outlet may result in a shock hazard.

3. Do not use extension cords or adapters with this PDU.

4. Never install a PDU, or associated wiring or equipment, during a lightning
storm.

5. Check that the power cord, plug, and socket are in good condition.

6. CAUTION! To prevent the risk of fire or electric shock, this PDU should be
installed in a temperature and humidity controlled indoor area free of
conductive contaminants. Do not install this PDU where excessive
moisture or heat is present..

1 For information on CyberPower products, visit www.CPSww.com
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1.Reset Bution- Resets all system values to default values.

2. LAN Port- RJ45 10Base-T Ethemet connection for local network.

3. Link Indicator- Indicates the status of the network connection.

4. ACT Indicator- Indicates when data is transmitting.

5. MSG Indicator- Indicates when a network connection problem
exists.

6. Serial Port- Serial connectivity for communication with a
PC/Server.

7. External Site Ground- Used for additional external grounding.

8. AC Output Outlets- These outlets provide AC power to connected
equipment.

9. Wiring Fault Indicator- LED notification for site wiring faults.

10. Input Circuit Breaker- Resettable circuit breaker that provides
input overload protection.

For information on CyberPower products, visit www.CPSww.com 2



Product Features

Metered Readout

=1 The Metered Readout provides instant status
o Q updates of the PDU’s Voltage and Current power
Powr O S conditions. It also gives the administrator the

=|ocal IP address of the unit.

Basic Operation

— O - | Screen Selection- To toggle the different status
o A |screens, press the Select button which is located
(o] - | directly next to the LED.

@ Pressing the Select once will toggle to the next status screen.

@ Pressing and holding the Select button for 3 seconds will display the
local IP address of the unit.

PDU Status Screens

Voltage © Input Voltage
Current ® The Input Voltage screen measures the AC
Power O voltage that the PDU system is receiving from
the utility wall receptacle. This can be used as a
diagnostic tool to identify poor quality input
power. Units are listed in Volts.
Voltage ® Current Level
Current © The Current Level screen shows the total
Power © current draw of the connected equipment. Units
are listed in Amps.
Voltage © IP Address
Current © The IP Address screen displays the local IP
Power © address of the PDU unit. Note: If the PDU is not

connected to a LAN, the readout will display the
default IP address.

Remote Management

The remote management function of the CyberPower PDU provides for
monitoring the PDU vitals, controlling outlets, and utilizing SNMP
functionality. Remote management is performed via the CyberPower
Management Console. To access the CyberPower Management Console,
follow the instructions below:

1. Enter the IP address of the PDU into a web browser (Internet Explorer,
Firefox)

2. Enter the user name and password of the PDU device at the
authentication screen. Note: The default username is “cyber” and the
default password is “cyber”.

For additional information about the features and functionality of CyberPower
Management Console, see the section titted CyberPower Management
Console.

Local On/Off

CyberPower PDU’s are equipped with a safety button (Manual) that is
used to prevent accidental local on/off. To locally turn the outlets on or off,
press and hold the Manual button, then press the button of the outlet you
wish to turn on or off.

LED Indicators

Indicator Status Description
Power On The PDU is on.
Manual On The Manual button is pressed.
Outlet On The outlet is turned on and receiving power.
Wiring Fault On A wiring problem exists within the AC receptacle.
ACT Flashing Data is transrnitting.
LINK On Indicates the PDU is connected to the LAN.
Off Indicates the PDU is not connected to the LAN.
Off Normal condition.
MSG On The network gateway is invalid.
Flashing The reset button is pressed.
3 For information on CyberPower products, visit www.CPSww.com

Product Features

Device Reset

@ To reset all the settings to default except for the IP address, press and
hold the Reset Button for 4 seconds. Note: the MSG indicator light will
blink 2 times continuously and the alarm will emit a short beep at the end.

@ To reset all the settings to default, press and hold the Reset Button for 6
seconds. Note: the MSG indicator light will blink 3 times continuously and
the alarm will emit a short beep at the end.

Unattended/ Automatic Shutdown

PowerPanel Business Edition software automatically saves open files and
gracefully shuts down the operating system in an intelligent and orderly
fashion. PowerPanel must be installed on every PC for which the shut down
is to take place. The PC receives SNMP messages directly from the PDU.
The software can be configured to perform actions based on the type of
SNMP trap received from the PDU. Follow the directions below for
configuring Unattended/Automatic Shutdown.

Step 1 — PC Configuration

1. Install PowerPanel Business Edition Client on every PC that will be
powered and controlled by the PDU.(Follow the instructions in the
PowerPanel Business Edition Client user manual).

2. Configure the settings in PowerPanel Business Edition Client. See the
PowerPanel Business Edition Client User Manual for additional help.

Step 2 — PDU Configuration

1. Verify that the IP address of all PCs that will be part of the shut down
process are included in the Trap Notification Menu of CyberPower
Management Console. (For help, see the section on the CyberPower
Management Console)

Step 3 — Notification

Notifying the PCs of a potential outlet shutdown can be accomplished using
the following methods:

® Outlet Control Menu: Performing the task of turning off or rebooting
outlets.

@ Scheduling Menu: Setting the scheduler to perform the task of turning off
or rebooting outlets. The notification will occur prior to the scheduled
date/time.

@ Outlet Overload: In the event of a PDU overload, notification will be sent
prior to the PDU shutting down.

For information on CyberPower products, visit www.CPSww.com 4



Technical Specification

Model Name PDU15SWBRNET PDU20SWB8RNET
Input
Voltage 120V
Max Current 15A 20A
Circuit Breaker 15A 20A
Plug Type NEMA 5-15P NEMA 5-20P
Power Cord Length 10ft
On/Off Switch Yes, with safety cover
Output
Voltage 120V
Max Current 15A 20A
Outlet Type NEMA 5-15R NEMA 5-20R

Filters & Protection

EMI/RFI Filtration

30K Hz to 1G Hz

Surge Suppression

1050 Joules

Indicators

LED Indicators

Power On, Wiring Fault

Metered Readout

Voltage, Current, IP

Audible Alarms Low Load, Overload, Near Overload
Physical

Dimensions (WxDxH) 17.5° x4 x1.7"

Welght (Ibs) 5.5 6.6

Environmental

Temperature Operating: 0 to 95% Non-condensing
Non-Operating: 0 to 95% Non-condensing
Humidity Operating: Oft to 3000ft
Non-Operating: Oft to 3000ft
Altitude Operating: 32F to 95F
Non-Operating: 32F to 95F
Safety Approvals
Certifications UL1419, FCC Class B
Warranty
Warranty Lifetime
Connected Equipment
Guarantee N/A
CEG Amount N/A
5 For information on CyberPower products, visit www.CPSww.com

Installation

Horizontal Installation
Step 1 — Mounting bracket installation

Using the provided Mounting Bracket Screws (4), attach the
Mounting Brackets (2) to the PDU. Install 2 screws per side
opposite of each other.

Step 2 — PDU Mounting

Secure the PDU to your existing rack system using fasteners that are
designed for your rack system.

Step 3 — Cord Retention Tray installation (optional)
Attach the Cord Retention Tray to the PDU with the 4 supplied
Cord Retention Tray Mounting Screws.

Attach the Cord Organizers to the Cord Retention Tray.

Vertical Installation (for specific rack systems only)

Step 1 — Using the provided Mounting Bracket Screws (4), attach the
Mounting Brackets (2) to the PDU. Install 2 screws per side
opposite of each other.

Step 2 — Secure the PDU to your existing
rack system using fasteners that
are designed for your rack system.

For information on CyberPower products, visit www.CPSww.com 6



Installation

Electrical Installation

Step 1 — Receptacle evaluation

Ensure that the plug type of your PDU unit (e.g. NEMA 5-15P,
NEMA L5-30P) matches the wall receptacle type that you are using.

A PDU must be plugged into a three-wire, grounded wall receptacle only.
The wall receptacle must also be connected to an appropriate branch
CAUTION!  circuit/main with fuse or circuit breaker protection. Connection to any
e\ other type of wall receptacle may result in a shock hazard.

Step 2 — Plug the PDU into the wall receptacle

Step 3 — Attach equipment

It is extremely important not to exceed the PDUs maximum current load (as
outlined in the Specifications section). In order to determine your total load,
simply use the Metered Readout [Current function] on the front of the PDU.

7 For information on CyberPower products, visit www.CPSww.com

Network Installation

Step 1 — Attach LAN Cable

Using a CAT5 RJ45 cable, attach one end to the LAN port on the back of the
PDU, and the other end to a network port.

Step 2 — Reset the PDU IP Address

Turn on the PDU. Press and hold the Reset button for six seconds. (At this
time, the MSG Indicator will also blink three times and the PDU will emit a
short beep at the end). Turn the PDU off, then turn back on again.

Step 3 — Establish the PDU IP address

Assigning an IP address to the CyberPower PDU requires the user to have
an available IP address that is valid on the respective network. If an
available IP address is unknown, contact the network administrator to obtain
one.

There are multiple methods for setting up the IP address on the PDU.
Please follow the instructions below for the method that is suitable for your
application.

Please make sure the PDU is turned on during this process.

Option 1 (recommended): Power Device Network Utility

1. Use the included CD “PDU Software Installation CD” to install the
Power Device Network Utility program.

2. Open the Power Device Network Utility software (Start> Power Device
Network Utility).

3. Highlight the PDU device from the list and select Edit and Setup device>
Assisted Setup from the menu.

4. Configure the IP Address, Subnet Mask, and Gateway Address to match
your network settings.

5. Enter the user name and password of the PDU device at the
Authentication menu. The default username is “cyber” and the default
password is “cyber”.

For further information and installation instructions, see Appendix B.

Option 2: Address Resolution Protocol (ARP) Command
1. Obtain the MAC address from the sticker on the PDU.

2. At a command prompt, type the following: “arp-s [available IP address]
[MAC address of PDUJ".
Example: arp -s 192.168.20.240 00-0c-15-80-00-01

IP Address MAC Address

3. Verify the installation by pinging the IP address. If a reply is received, the
IP address was setup successfully.

4. Open a web browser and type the IP addressed assigned in step 4.

5. Log into the PDU using the default usemame "cyber”" and default password
"cyber”.

6. Configure the IP Address, Subnet Mask, and Gateway Address to match
your network settings.

Option 3: Hyper Terminal
In order for Hyper Terminal to interface with the PDU, the PC/ server must
be connected directed to the PDU via the serial port.
1. Using a standard 9-pin RS232 serial cable, attach one end to the serial
port on the back of the PDU, and the other end to the PC/ server.
2. Open the Hyper Terminal software on your PC and select a name and
icon for the connection.
3. Setup the COM port settings using the following values
* Bits per second: 4800
* Data bits:8
* Parity: None
* Stop bits: 1
* Flow control: None
4. Type “setup” and press Enter to enter the Authentication menu.
5. Enter the user name and password of the PDU device at the
Authentication menu. Note: The default username is “cyber” and the
default password is “cyber”.

Option 4: DHCP Server

1. Ask your administrator if there is DHCP server on LAN.

2. Set the DHCP to Enable. (see Page15)

3. Make sure the network connection is ready and turn on the PDU.

4. The PDU will obtain an IP address from the DHCP server automatically.

For further information and configuration via Hyper Terminal, see Appendix
A- Hyper Terminal.

For information on CyberPower products, visit www.CPSww.com 8



CyberPower Management Console

PDU Status Menu
The PDU Status Menu gives an overview of the PDU and system vitals.

CyberPower Management Console
iwm?-tn oyl

Man PDU Status
PDU Slaius
Outlet Status System information

Date: Wednesday, 04715/2009
T 16:18:04 AM
© Administrator

Outlet
Ouliet Contral
Configuration
Load Management
Scheduling

Electrical
Load Cument: 0 A

Input Voltage: 1190V

PDU System
EventLogs
Event Settings
Identification
System Time
User Accounts

Netwark / SNMP : 0 Doy 0 How 18 HMimstes
Network Settings Status: 0K
SNMP Settings Systam Message:Alarms present, Current draw has crossed the low
Trap Notification &

Help
About

Logaut

System Information- Displays identification, names, contacts, and system
date/time.

Electrical- Displays Input Voltage and the Load Current of the PDU.
Status- Displays the current status of the and displays system messages.
Outlet Status Menu

The Outlet Status Menu displays the power status of each individual outlet.

CyberPower Management Console

Logpet m: cybes
Main Outlet Status
PDU Siatus
Outlet Stalus Outlet Status Device Name
Outlet £1" orr Outdetl Name
Outiet Control 22 2l Outlet2 Name
Configuration 3 8011 Oudet3 Name
Load Management #4 H Outlet4 Name
peiedulig 25 L] Outlet5 Name
PDU System 26 OM Outet6 Name
Event Logs 27 (§11] Outlet7 Name
Event Settings 28 W Outlet8 Name
Ig;":z:‘:‘;:r:: Note: * command pending
User Accounts
Network / SNMP

Metwark Settings
SNMP Settings
Trap Notification

Help
About

Logout

« Status options are On and Off.

« An asterisk (*) to the right of the outlet number indicates that an executed
command is pending.

* Click on the individual outlets to enter the QOutlet Control Menu.

Outlet Control Menu
The Outlet Control menu gives users the ability to control outlets.

CyberPower Management Console

Lo i cybar

Main Outlet Control

PDU Slatus

Outiet Status Oudet Control
Outlet Select wbich outets to control:

S Al BTl M2 BE3 Fra HeS BLE6 BET PG

Configuration

Load Management Select Task: 1

Scheduling Select Delay: Femi -
PDU System

EventlLogs gl | [Cameel

Event Settings

Identification

System Time

User Accounts

Network /| SNMP
Network Settings
SNMP Settings
Trap Natification

Help
About

Logout

Outlet Control- Allows for switching on/off the outlets immediately, or after a
speclfic duration.

Task- Options are Tum On, Turn Off, Reboot, and Cancel Command.
Cancel command will attempt to cancel a command that is in progress.
Delay- Options are Sequenced and Immediate. Sequenced will execute the
task after a specific duration defined in the Configuration menu.
Apply/Cancel- The selected command will be executed only by clicking the
Apply button. The Cancel button will clear/refresh the selected options.

4] For information on CyberPower products, visit www.CPSww.com

CyberPower Management Console

Configuration Menu

CyberPower Management Console

Uogpmd i cyis

Main Configuration

PDU Status

Outlet Status Outlet Turn On Delay Vurn O Delay Reboot

(sec) (sec) Duration {sec)

Outiet ot 0 0 5

Outet Control

Configuration 2 o o 5

Load Management 23 o 0 5

Scheduling VG 0 0 5
PDU System 25t 0 1] 5

EventLogs +

Event Settings £6 2 2 b

Identification ez o o 5

System Time & 0 0 5

User Accounts

Note: (*) Local On/Off enable, Time (-1) never on/off
Network / SNMP
Network Settings
SNMP Settings
Trap Notification

Help
Abaut

Logout

Outlet Configuration Menu

CyberPower Management Console

Cogped m; oyt
Wain Outlet Configuration
PDU Status
Outiet Slatus Oudet Settings
Outet: 21
-l Device Name: o
Outiet Control

Turn On Delay(sec):

Configuration
Load Management Turn O Delay(sec):
Scheduling Rebeot Duration
(sec):
PDU System Local On/Of:
Event Logs
Event Settings
Identification o hegs | |l
System Time o
User Accounts

‘Network | SNMP
Network Settings
SNMP Settings
Trap Natification

Help
About

Logout

= A plus (+) to the right of the outlet number indicates that Local On/Off for
the outlet is enabled.
» Click on the individual outlets to enter the Qutlet Configuration Menu.

Device Name- Allows the user to enter a description of the device that is
connected to the respective outlets. This makes it easier for the user to
identify which equipment is plugged into which outlet.

Turn On Delay- Sets the delay (in seconds) for turning on outlets.

* Valid values are: -1, 0-7200

* A value of “-1” will set the device to always be off.

Turn Off Delay- Sets the delay (in seconds) for turning off outlets.

* Valid values are: -1, 0-7200

* A value of “-1” will set the device to always be on.

Reboot Duration- Sets the duration (in seconds) for the delay time to
reboot a device.

* Valid values are between 5 and 60.

Local On/ Off- Allows the user to enable/disable the local on/off capabilities
of the PDU. If the option is set to Disabled, the manual buttons on the front
panel of the PDU are disabled.

Save Changes/Cancel- Options will only be saved by clicking the Save
Changes button. The Cancel button will clear/refresh the selected options.

Delays are compounded; they do not override.
See chart below for example (base on Reboot command):

Setting | Description

Tum On Delay (sec): 5 ‘ 5 second delay time to tumn on the device.

Tumn Off Delay (sec): 10 | 10 second delay time to turn off the device.

Reboot Duration (sec): 8 8 second delay time to reboot the device.

In the above example, if the sequenced reboot command is executed, the
device would wait for 10 seconds to turn off and then wait for 13 (8+5)
seconds to tum on.

For information on CyberPower products, visit www.CPSww.com 10




CyberPower Management Console

Load Management Menu

The Load Management Menu allows for configuration of the load thresholds
for the PDU. Audible Alarms and Cold Start Delay can also be configured.

CyberPower Management Console

Loggesd = cybmi
1
Main Load Management
PDU Slatus
OQutiet Slatus Thresholds
Bk Overload: 2 Amgps
utief
Outiet Control Near Overload: : Aips
Configuration Low Load: 1 Armgs
Load Management Oudet Restriction
Scheduling on:
PDU System Alarms
EventLogs —— —
Event Settings Audible: Nemo
Identification
System Time Cold start
User Accounts Cold start Delay: @ Delay 0 seconds [0-300] , Never

Network / SNMP S e
Netwark Settings -
SNMP Settings
Trap Notification

Help
About

Logout

Thresholds

* Qverload: Sets the Overload threshold (in amps).
Valid values are: Whole numbers which are >= the value in the Near
Overload field, and also are <= the Current Rating of the PDU (see the
Technical Specifications section of user manual).

* Near Overload: Sets the Near Overload threshold (in amps).
Valid values are: Whale numbers which are > the value in the Low
Overload field, and also are <= the value in the Overload field.

* Low Load: Sets the Low Load threshold (in amps).
Valid values are: Whole numbers which are >= 0, and also are < the
value in the Near Overload field.

* Qutlet Restriction On: Options are Near Overload and Overload, this
function prevents outlets from tuming on.

Alarms
* Audible: Options are Overload, Near Overload, and Low Load.

Cold start

* Cold Start Delay: The delay duration of all outlets turning on after power
an.

Save Changes/ Cancel: Options will only be saved by clicking the Save

Changes button. The Cancel button will clear/refresh the selected options.

Scheduling Menu

The Scheduling Menu displays the schedules that are currently saved in the
system.

CyberPower Management Console
1 rgged = l:ﬂ-(‘

Scheduling

Wain
POU Status Nawie
Outlet Status

Task Status

Iesday at

Qutlet 27, 8 iawnad stely off Enabla
Outlet

Qulet Control 2. Weeldy =day 3t gutiet £7, 8 immediately on Enable
o

Load Management Add a new Schedube.
Scheduling
PDU Syastem

Event Logs

Evenl Settings

Identification

System Time

Usar Accounts

Metwark / SNMP
Network Sethings
SKMP Settings
Trap Motfication

Help
About

Logou:

« Status options are Enabled and Disabled.
« Click on the Name of the schedule to view/edit the schedule’s properties.
» To add a new schedule, click Add a new Schedule.

Note: CyberPower Management Console allows a maximum of 10 schedules

to be set.

1 For information on CyberPower products, visit www.CPSww.com

CyberPower Management Console

Scheduling Submenu - Add Schedule

Schedule Time is used to configure the PDU to automatically execute the
oulet actiont (setted in the following submenu) at consistent times, daily,
weekly, or once.

CyberPower Management Console

Logged 0 Cybes
Main Stepl: Schedule Time
PDU Status
Outlet Status. Schedule Time Settings

Outiet Set Occurrence

Outlet Control
Configuration
Load Management
Scheduling

(MH/0D)

Set Time

PDU System ) o
EventLogs T ¥ (HH:MM) & -
Event Settings
Identification
System Time
User Accounts

Network / SNMP
Network Settings
SNMP Settings
Trap Notification

Help
Abaut

Logout

Add Schedule- Allows users to create and save Schedules.
Occurrence- Sets the frequency the task should be performed.
* Daily- a specific time of the day
* Weekly- a specific day and time of the week
* Once- a specific date and time
Time- Sets the time of day at which the task should be performed.
Note: Time is entered using 12Hr clock format (HH:MM) (AM/PM).
Apply / Cancel: Options will only be saved by clicking the Apply button. The
Cancel button will clear/refresh the selected options.

Scheduling Submenu - Outlet Selection
The Outlet Selection Submenu allows users to set the outlet action.

CyberPower Management Console

Togpel i crtar
Step2: Outlet Selection

Main
PDU Slatus Outlet Controd
Outiet Status

Sclect which outlels to conurol:

Qutiet 7 T = £3 25 M E6 " 2
Oullet Control Al a1l FE2 el TaA4 g5 ms6 re7 mas
Configuration Select Tasks Twie
Load Management §

Scheculing Select Delay: oo

POU System =
EventLogs
Event Settings
Identification
Syatem Time

User Accounts
Network / SHNP

Network Settings

SNMP Seitings

Trap Notification
Help

About

Logout

QOutlet Control

Select Task- Options are Turn On, Turn Off, Reboot, and Cancel Command.
Cancel Command will attempt to cancel a command that is currently under
way.

Select Delay- Options are Sequenced and Immediate. Sequenced will
execute the task after a specific duration defined In the Configuration menu.
Applv / Cancel- Options will only be saved by clicking the Apply button. The
Cancel button will clear/refresh the selected options.

For information on CyberPower products, visit www.CPSww.com 12



CyberPower Management Console

Event Logs Menu

The Event Logs Menu displays a list of events along with a date/time stamp.
A brief description of the event is also given.

CyberPower Management Console

[ it
i Event Logs
aml’l)U Slalus Date rime pescripdon
Outict Status QAf15/ 200 w24 AM Administrator user legin from 192.168.20.142,
Outlet 0471512005 [ |Jr|::n| rawe urs crosseid the ko boad
Outiet Contral 14/15/2000
E:;‘ja‘;’::::mem di o Gurrent draw has crossed the kowload
Aepeduing 04/15/7 AM Al outets turned on.
PDU System 0407 ] 70319 AM Administrator user login from 192.168.20.77.
Event Logs x
Evem Seftings Poage 11 of 1] g Dedete Lhe svend o,
IdentiAcation
System Time
User Accounts
Network | SNMP
Network Settings
SNMP Settings
Trap Notificatian
Help
About
Logouwt
CyberPower Management Console tracks the following events:
Event Event Type
Administrator user login from x0x.200¢. X00¢.200¢ INFORMATIONAL
Administrator user logout from x. 200 xxx INFORMATIONAL
device user login from X00¢.X00¢.X0(X. XXX INFORMATIONAL
device user logout from X000 XXX X0 INFORMATIONAL
Web authorization fail from x0x.00¢.300%.00¢ WARNING
All outlets tumed on. INFORMATIONAL
All outlets tumed off. INFORMATIONAL
Qutlet #? turned on. INFORMATIONAL
Outlet #? turned off. INFORMATIONAL
A device configuration change has been made on a PDU INFORMATIONAL
An outlet configuration change has been made on a PDU. INFORMATIONAL
Current draw has crossed the low load threshold. WARNING
The low load condition on a PDU has been cleared. INFORMATIONAL
Current draw has crossed the near overload condition. WARNING
The near overload condition on a PDU has been cleared. INFORMATIONAL
Current draw has crossed the overload condition. SEVERE
The overload condition on a PDU has been cleared. INFORMATIONAL

CyberPower Management Console stores a maximum of 222 events.

Event Settings Menu

The Event Settings Menu allows users to select which type of Events and
SNMP Traps are logged in the Event Log.

CybarPower Management Console
et o cyee

Main Event Settings
PDU Status
Outiet Slalus Receiver Information Warning Severe

Outlet Event Logs v o -

Qutiet Control SNMP Trap 4 i 4
Configuration

Load Management B .

Scheduling SawCoungn_| | Dzt

PDU System
EventLogs
Event Settings
Identification
System Time
User Accounts

Network / SNMP
Network Settings
SNMP Settings
Trap Natification

Hela
About

Logout

Place a check mark in the box of each type of event to be logged.
Save Changes/ Cancel- Options will only be saved by clicking the Save
Changes button. The Cancel button will clear/refresh the selected options.

13 For information on CyberPower products, visit www.CPSww.com

CyberPower Management Console

Identification Menu

The Identification Menu allows the user to configure the PDU Name,
Contact, and Location.

CyberPower Management Console
Unggedt - cybar

Main Identification
PDU Status
Outlet Stalus PDU Namie Contact Location

Py M

Outlet
Outlet Control
Configuration Lem g ek
Load Management
Scheduling

PDU System
Event Logs
Event Settings
Identification
System Time
User Accounts

Network f SNMP
Netwoark Settings
SNMP Settings
Trap Notification

Help
About

Logout

PDU Name, Contact, and Location- Stores the PDU name, the name of
the person to contact, and the location of the PDU.

Save Changes/ Cancel- Options will only be saved by clicking the Save
Changes button. The Cancel button will clear/ refresh the selected options.

System Time Menu
The System Time Menu allows the user to change the system date and time.

CyberPower Management Console

Uogpad o cybe:

Main System Time

PDU Status

Outiet Status _System Time

Date TR TR

Outlet (MM/DD/YYYY): s

Outlet Control Time (HH:MM:SS): © ;1 ;& a4 -

Configuration

Load Management

Scheduling m g Lo}
PDU System

Event Logs

Event Settings
Identification
System Time
User Accounts
Network / SNMP

Network Settings
SNMP Settings
Trap Notification

Help
About

Logout

System Time

Date- Sets the cumrent date (MM/DD/YYYY).

Time- Sets the current time (HH:MM:SS) using a 12-hour (AM/PM) clock.
Save Changes/Cancel- Options will only be saved by clicking the Save
Changes button. The Cancel button will clear/refresh the selected options.

For information on CyberPower products, visit www.CPSww.com 14



CyberPower Management Console

User Accounts Menu
The User Account Menu allows users to view, modify, and create user
accounts,

CyberPawer Management Console

l\?ﬂm ll-.“:(?‘-/
- User Accounts
PDLI Statux )
Outlet Status Account Settings
Outlek Usor Gronp: _.-.,....;z.n ~
Outlet Confrot User Name:
Configurition 5 :
Load Management User Password! i
Scheduling Confirm Password:
PDU System R .
EventLogs [ [
Event Settings
ldentlficaron

Syyiom Time
User Accounts

Network | SNIMP
Metwork Setfngs
SNWP Seftings
Trap Nofification

II!IDM,D«t

Logout
* A maximum of 1 Administrator and 2 User accounts can exist.
User Group- Users can be setup as either Adiministrator or User. View the
chart below for User Group permlssions.
User Name- Enter a ussmame for the account. Ussr namss can be 1 to 15
characters langth.
User Password- Passwords can be 1 to 15 characters length.

Confirm Password- Retype the password to conflrm It.

Save Changes/ Cancel- Options will only be saved by clicking the Save
Changes button. The Cancel button will clear/ refresh the sslected options.
All the menus available in CyberPower Management Conaole ara listad:
Menu Administrator User
PDU Status v
Outlet Status
Outlet Control
Configuration

Load Management
Scheduling

Event Loas

Event Settings
|dentification
System Time

Ussr Accournts
Network Settings
Network/SNMP | SNMP Settings
Trap Naotification
Help About

Logout

Main

Outlet

PDU System

cleft{ ][] <|<|<]<

<|l<|<[<c <<« |<]|c]|<|[<]|<]|<

Network Settings Menu

The Network Settinge Menu allows users to configure varlous network
settings for the PDU.

CyberPower Management Console
Legyed in: crber

Network Settings

Main
PDU Blatuk
Qutiet Statua Setuings
DHCTP Stalus:
Outiet
Outer Control System 1P
Confiquration Subnet Mask:
Loaa Maragemant Default Gateway:
Nehoodhing Wb Port (4D,
s - 1)
PDU System 000-65533)
EventLogs . .
Event Settings S | | Gl
dentification
System Time
User Accounts
Network / SNMP
Network Setiings
SHMNP Setings
Trap N
Help
Atout
Logout
=
Settings

RHCP Statug- Set the DHCP to elther Enable or Disable
System |P- The IP address of the PDU.
Subnet Mask- The subnet mask of the PDU.
DRafault Gatewav- The gateway of the PDU.
Wab Port- The web port of the PDU. Default Is set to 80.
* Valld values are: B0, S000-65535
S8ave Changes/Cancel- Options will only be saved by clicking the Save
Changes button. The Cancel button will clear/refrash the selected options.

15 For information on CyberPower praducts, vigit www.CPSww.com

CyberPower Management Console '

SNMP Settings Menu

This SNMP Settings Menu serves to confrol which IP addresses (devices)
have access to the CyberPower Management Console on the PDU.

CyberPower Management Console
Legged i cpber

Main SNMP Settings
PDU Status
Outiet Status

Manager TP Commuaity Pemuissions
000 bl 2

ul v

Butlet
Outiet Control
Configuration
Losd Managsmant T e | [
schedufng [ETT R

FDU System
EventLogs
Event Seflings
Kentification
System Time
Uner Accounts

Herwork ! SHMP
Network Settings
SNMP Sertings
Trap Noificatan

Help
Aboul

Logout

Manager IP- Enter the IP address of the device of which to control access.
* Velld values are: 0.0.0.0 to 255.255.255.255
“ Valuss of 0.0.0.0 or 255.255.255.255 allow access for all IP addresses.
Community- Enter the community. (Community functions as the password).
* Gommunity field must be 1 to 15 characters length.

Permisslonsa- Sslect which permiesions to give to the device.
* Read Onlv- The device can read data at any time but can never write
data.
* Write/ Raad- The devica can raad and write data at any fime unlass
another user Is logged In,
* No Accass- The device cannot accass the PDU.

Trap Configuration Menu

CyberPower Management Console
Logged s cybar

Trap Notiileation

Main
PDU Statys Teap Name
Outat Stams

Recsiver 1P Commninity Statis
122,168 201 public Unreaschabic
1972.168.20.1 pulbslie Enable
192,168,204 public Enable

L frap Hame

Cutsat 2.Trap Hame
Outiel Conbioi 3.Trap Hame
Conhguration
Losd Munagerment
Schegufing

POU Systenn
EvantLags
Event 3¢fingx
Identifcation
Bystem Tene
User Accounts

Add 2 newr Trap Receter o aotlfy,

SNMP Setiings
Trap Notifcaton

Help
About

Logaut

* Status options are Enabled, Disabled, and Unreachable.

Unreachable: If a trap is unreachable, it means the device on the setting IP
can not be reached In the network.

* Click on the Name of the trep to view/edIt the trap's propertles.

* To add a new trap, click Add a new Trap Recsiver.

Note: CyberPower Management Console allows a maximum of 10
schedules to be set.

For Information on CyberPower products, vialt www.CP8ww.cam 16



CyberPower Management Console

Trap Notification Submenu- Add Trap

The Trap Notification Menu displays a list of current traps and allows users
to configure new traps.

CyberPower Management Console
Lo o it

Trap Configuration
Main
PDU Status
Outlet Status

Trap Configuration
Trap Name:

Outlet Trap 1P;
Outiet Gontral Cominunity: ke
Configuration
Load Management
Scheduling

WLl 20

=

PDU System
EventLogs
Event Szttings
Identification
Sysiem Time
User Accounts

Network [ SNMP
Network Settings
SNMP Settings
Trap Netification

Help
About

Logout

Trap Name- Enter in a description of the trap. Trap Names can be a
maximum of 15 characters.

Trap IP- Enter in the IP address of the device receiving the trap.
* Valid values are: 0.0.0.0 to 255.255.255.255
* Values of 0.0.0.0 or 255.255.255.255 allow all NMS to receive Traps.

Community- Enter the community. (Community functions as the password).
* Community field must be 1 to 15 characters length.

Trap Configuration Submenu

Traps can be enabled, disabled, and deleted from this section. Users can
also remain the traps or make medifications to its configuration.

CyberPower Management Console
Logaed in: cyter

Trap Cenfiguration
Main
PDU Status
Outlst Stalus

Trap Configniration

Trap Namie:

Al Trap IP:
Outlel Control Comiiricys
Configuration .
Load Management Trap Status:
Scheduling

e

T
To:

VR

o
PDU System
Event Logs
Event Seftings
Identification
System Time
User Accounts

Hetwork | SNMF
Nelwork Settings
SNIMP Settings
Trap Notification

Help
Aboul

Logout

See section "Trap Notification Submenu - Add Trap" for menu definitions
and restrictions.

About Menu

The About Menu displays the hardware/software version, and also gives
contact information for CyberPower Technical Support.

CyberPower Management Console
Aowmed in prbee

About

Troubleshooting

Troubleshooting
Problem Possible Cause Solution
PDU Outlets do not 1. Open breaker Reset Breaker, check if plug

provide power io
connected equipment

2. Loose power cord

is completely connected.
If the problem remains
contact tech support.

3. Faulty breaker

Amperage displayed |1. Overload The Metered Readout will
on Metered Readout flash when overloaded.
exceeds the units Reduce the load on the PDU
capability. until the overload is gone.
If the problem remains
contact tech support.
Circuit breaker has 1. Sustained overload Reset Breaker.
tripped 2. Excessive ambient or intemnal| If the problem remains
temperetures. contect tech support.

Frequently Asked Questions (FAQ)

Frequently Asked Questions (FAQ)

Q. What do | do if I've lost the Administrator usemname and/or password?
A. Resetting the PDU will set the usemame and password back to system default.
See section on Device Reset to reset the PDU.

Conformance Approvals
F@ FCC Notice:

This device complies with part 15 of the FCC Rules. Operation is subject to
the following two conditions: {1) This device may not cause harmful
interference, and (2) this device must accept any interference received,
including interference that may cause undesired operation.

WARNING!! This equipment has been tested and found to comply with the
limits for a Class B Digital Device, pursuant to Part 15 of the FCC Rules.
These limits are designed to provide reasonable protection against harmful
interference in residential installation. This equipment generates uses and
can radiate radio frequency energy and, if not installed and used in
accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not
occur in a particular installation. If this equipment does cause hammful
interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to comect
the interference by cne or mere of the following measures: (1) Recrient or
relocate the receiving antenna. (2) Increase the separation between the
equipment and receiver. (3} Connect the equipment into an outlet on a
circuit different from that to which the receiver is connected. (4) Consult

Main
PDU Stalus
Qutlet Status

Outlet
Outlet Gontrol
Configuration
Load Management
Scheduling

FDU Systsm
Event Logs
Evertt Settings
Ildentification
System Time
User Accounts

Network | SNMP
Network Settings
SNMP Settings
Trap Notification

Help
About

Logaut
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Software

CyberPower Management Console
verslon: 1.005 [00-0C-15-03-04-35]

©2009 Cyber Powsr Sysfemre USA, Inc.
All Righnts Resenver

Hardware

Model Nurber: PDU20SWORNCT
version: 1.00

CyberPower Tedhinical Support

CyhberPower Systams

4241 12th Averss2 E,Sulte 400
Shakoper, HH 55770

Phone: - wr-amrsas

Email: tachfcpsww. com

Web: wyww.CPSww.com

Monday - Friday, 8:00am - 5 00pm (C3T)

For information on CyberPower products, visit www.CPSww.com

the dealer or an experienced radio/TV technician for help. Any special
accessories needed for compliance must be specified in the instruction.

The Class B digital apparatus meets all requirements of the Canadian
Interference-Causing Equipment Regulation.

Cet appareil numerique de la class B respecte toutes les exigencies du
Reglement sur le materiel brouilleur du Canada.

For information on CyberPower products, visit www.CPSww.com 18



Service & Warranty :

Pr

oduct Registration

Thank you for purchasing a CyberPower product.

Prompt product registration entitles coverage under the Limited
Warranty and Connected Equipment Guarantee, and also allows the
opportunity to be notified of product enhancements, upgrades, and
other announcements.

Registration is quick and easy at www.cpsww.com/register

Additional Help

Limited Warranty & Connected Equipment Guarantee

Feel free to contact our Tech Support department with installation,
troubleshooting, or general product questions.

CyberPower Technical Support

Phone: 1-877-297-6937

Email: tech@cpsww.com

Web: www.CPSww.com

Mail: 4241 12th Avenue E, Suite 400 Shakopee, MN 55379

Hours of Operation: Monday — Friday, 8:00am — 5:00pm (CST)

Read the following terms and conditions carefully before using the
CyberPower PDU(the “Product”). By using the Product you consent to
be bound by and become a party to the terms and conditions of this
Limited Warranty and Connected Equipment Guarantee (CEG)
(together referred to as this “Warranty”). If you do not agree to the
terms and conditions of this Warranty, you should return the Product
for a full refund prior to using it.

Who is Providing this Warranty?

CyberPower Systems (USA), Inc. (“CyberPower”) provides this Limited
Warranty.

What Does This Warranty Cover?

This warranty covers defects in materials and workmanship in the
Product under normal use and conditions.

If the Technical Specifications indicate a dollar amount for
Connected Equipment Guarantee (CEG), this Warranty also covers
equipment that was connected to the Product and damaged because
of the failure of the Product. If the Technical Specifications do not
indicate that there is a dollar amount for Connected Equipment
Guarantee (CEG), then that product does not have surge protection,
and the Connected Equipment Guarantee (CEG) does not apply. In
that case, damage to equipment that was connected to the Product
and damaged because of a failure of the Product is not covered by
the Limited Warranty, and any damage to that connected equipment
is your responsibility, not ours.

What is the Period of Coverage?

This Warranty is for as long as the original owner owns the Product.

Who Is Covered?

This warranty only covers the original purchaser.
Coverage ends if you sell or otherwise transfer the Product.

How Do You Get Service?

19

1. Call us at (877) 297-6937 or write to us at Cyber Power Systems
(USA), Inc., 4241 12th Ave. E., STE 400, Shakopee, MN 55379 or
send us an e-mail message at claims@cyberpowersystems.com
for instructions.

2. When you contact CyberPower, identify the Product, the Purchase
Date, and the item(s) of Connected Equipment. Have information
on all applicable insurance or other resources of recovery/payment
that are available to the Initial Customer and Request a Claim
Number.

3. You must provide a purchase receipt (or other proof of the original
purchase) and provide a description of the defect.

4. Pack and ship the product to CyberPower and, if requested, the
item(s) of Connected Equipment, a repair cost estimate for the
damage to the Connected Equipment, and all claim forms that
CyberPower provides to you. Show the Claim Number on the
shipping label or include it with the product. You must prepay all
shipping costs, you are responsible for packaging and shipment,
and you must pay the cost of the repair estimate.

For information on CyberPower products, visit www.CPSww.com

Service & Warranty

How Long Do | Have To Make A Claim?
All claims must be made within ten days of the occurrence.

What Will We Do To Correct Problems?
CyberPower will inspect and examine the Product.

If the Product is defective in material or workmanship, CyberPower
will repair or replace it at CyberPower's expense, or, if CyberPower
is unable to or decides not to repair or replace the Product

(if defective) within a reasonable time, CyberPower will refund to you
the full purchase price you paid for the Product (purchase receipt
showing price paid is required).

If it appears that our Product failed to protect any equipment plugged
into it, and if this Product has Connected Equipment Guarantee
(CEG) coverage (Look above at “What does this Warranty Cover?”),
we will also send you forms for making your claim for the connected
equipment. We will repair or replace the equipment that was
damaged because of the failure of our Product or pay you the fair
market value (NOT REPLACEMENT COST) of the connected
equipment as of the time of the damage. We will use Orion Blue
Book, or another a third-party valuation guide, or eBay, craigslist, or
other source to establish that amount. Our liability is limited to the
amount, if any, stated in the Technical Specifications. If there is no
dollar amount for your model of the Product, then there is no
Connected Equipment Guarantee (CEG) coverage for that Product.

Who Pays For Shipping?

We pay when we send items to you; you pay when you send items
to us.

What Are Some Things This Warranty Does Not Cover?

1. This Warranty does not cover any software that was damaged or
needs to be replaced due to the failure of the Product or any data
that is lost as a result of the failure or the restoration of data or
records, or the reinstallation of software.

2. This Warranty does not cover or apply to: misuse, modification,
operation or storage outside environmental limits of the Product or
the equipment connected to it, nor for damage while in transit or in
storage, nor if there has been improper operation or maintenance,
or use with items not designed or intended for use with the Product,
such as laser printers, appliances, aquariums, medical or life
support devices, etc.

What are the Limitations?

1. This Warranty does not apply unless the Product and the
equipment that was connected to it were connected to properly
wired and grounded outlets (including compliance with electrical
and safety codes of the most current electrical code), without the
use of any adapters or other connectors.

2. The Product must have been plugged directly into the power
source and the equipment connected to the Product must be
directly connected to the Product and not “daisy-chained” together
in serial fashion with any extension cords, another Product or
device similar to the Product, surge suppressor, or power tap.

Any such installation voids the Limited Warranty.

3. The Product and equipment connected to it must have been used
properly in a suitable and proper environment and in conformance
with any license, instruction manual, or warnings provided with the
Product and the equipment connected to it.

4. The Product must have been used at all times within the limitations
on the Product's VA capacity.

5. The sole and exclusive remedies of the Initial Customer are those
provided by this Warranty.

For information on CyberPower products, visit www.CPSww.com
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Appendix A- Hyper Terminal Appendix B- Power Device Network Utility

Hyper Terminal software can be used for basic PDU configuration. Overview
It utilizes a text-based interface and menu system. Navigation through the The CyberPower Power Device Network Utility is an easy-to-use interface
interface is done by typing the number of the menu option and pressing the which is used to configure the network interfaces on CyberPower PDU
Enter key. Note: The session will timeout and logout after three (3} minutes devices.
of inactivity. Menu options are shown below:
Installation
Step 1: Insert the CD labeled “PDU Software Installation CD" into the
[Power Manager Configuration Main Menu ] CD/DVD drive.
1. Network Settings Step 2: Select Power Device Network Utllity from the
2. System Configuration installation menu.
3. Account Settings
:: (é‘,:il;tﬂgure System to Default CyberPawer”

The PDU. Power Distribution Unit. allows administrators an easy way to control AC power for various
connecled devices via network Installing the below software helps users to strengthen the PDU functions

[ Network Group Configuration Utility Menu ] Power Device Network Utility
The Power Device Network Utility gives users an easy-to-use Interface lo establish SNMP and network
Ethermnet Address : 00-0C-15-03-04-35 seftings on the PDU
1. Syshm IP - 192.168.20.95 + Install Power Device Netwark Utility
2. Subnet Mask : 255.255.255.0 . -
3. Default Gateway: 192.168.20.1 PowerPanel Business Edition
4 WebIHttp Port . 'ao ) - - Eg?:sr:;zre; 1E:jutshigTE‘stuE.rﬂlion provides the capability of unattended/automatic shutdown of connected

5. BOOTP(DHCP) : Enable
0. Retun to previous menu

» Install PowerPanel Business Edition
+ Read Installation Guide

Browse this CD

[ System Group Configuration Utility Menu ] Figure 1: Installation Menu

1. Internal Date(mm/dd/yyyy): 04/15/2009
2. Internal Time(hh:mm:ss) : 08:04:25

3. System Name : Power Manager Step 3: Select Next in the software wizard.
4. System Contact : Administrator
5. System Location : Server Room Step 4: Choose an installation directory and user seftings.

Select Next. [Figure 2]

i3 Power Device Network Utility

Select Installation Folder L
[Account Group Configuration Utility Menu | 2
1 . Web Administrator US&I‘ Name : cybe,- The installer will install Power Device Network Utility to the following folder,
2. Wab Administrator Usor Password H cyber To install in this folder, click "Next" Tomstall to a different folder, enter it below or click “Browse™.
3. Web Device User Name : device
4. Web Device User Password : cyber ] _
5. COM Port Conﬁgura‘tion Password . cyber C:\Program Files\CyberPower Power Device Network Utility\ Browse...
0. Return to previous menu

Install Power Device Network Utility or yourself, or for anyone who uses this computer:
 Everyone

[ Default Group Configuration Utility Menu ] @ Uistime
1. Reset System to Default [ caesl [ Bk | [ Ne> |
2. Reset System to Default Except IP
0. Return to previous menu Figure 2: Installation folder & settings

Step 5: Select Next to confirm the settings and install.

Step 6: Select Closs to finalize the installation.

21 For Information on CyberPawar products, vialt www.CPSww.com For Information on CyberPower products, vialt www CPSww.com 22



Appendix B- Power Devlce Network Utility

Launch Program

T kunch the Poer Devica Motwork Utliity and get started, solect
Progmms from the Start menu In windows and locate the new folder and
lcona for Powar Device Networke LRttty Selact Power Dovica Mebwork Uity

from the program feldar, [Flguns 3]

I % Pragws Acwes ard Cudually
B Wi Caaog
o e TS,

=3 Bt
A o i
'\j‘m 5 Mrosc Plalfcrm 508 Foi WArchws Serven BT RE &
B i
@hwmw i et B
L
Bluw-l S bk Egrem
I Marmln Srsisteron
3uuur--u: B Wi

‘-} T B o enenge
LR T

Figure 3: Powsr Device Metwork LIty

Gelting Started

Thes P Daavics Nedwirk Uity soarss the network fior devioes with MAC
eddrasses that mateh CyberPower network herdwams. Once found, the
devica(a) can then ba configurad with a spaecific IF address, aushiet mask,
and gateway address, This allows the device(s) bo function properly on the
network and Interfsce with CybarPowsr Manegement Console.

Step 1: Select the appropriate PDU device from the Equipmeant List [Figura
4]

T Prrwpn Dwvice Natwark LTy

Fle Tade Hel
Fermer Deveca
WAC Ao s F Agdrees SuretNack Gt DHCF Hmme
| ST BB -0 B2 A0E DG PIE IR RLTRECR LA L] Pl
B0 RS- TELIERID T BSEEEISS0 RUIRY::ER) Erwibia Prosae
B0 C15-BHN- 00 TEDIEETDI0E 52550550 AU ERY-:RI) o] e
D D1 5-D0B0- 24 1B 1EED DS MRS AU ERY:- R [1L] P
L »
[ T T T T TN | | S=m |

Flgurs 4: Egquipmant List

Mote: If the PDLU doss not appsar on In the Bet, cick the Refresh bution o
rescan the nedwork. If it atfll doss not appesr, snsuns thal the PDU ks tumed
on and was Ingtaliad comactly.

Preaaing Stop will cancal the scanirafreah process.

Mests: I youar sompubsr has a aofbwam firewall installed, you may ses a
Windows Sacurtty Alart mesaaga [Figure 3]. In Windows X §P2, the
default finewall akart message |8 shown ae Flgura 5. You nead 1o allow the
Powsar Dewvioo Nabwork LHIRY acobas throuigh the firewall,

% Windows Security Alart =

2 giidi compubies. wWinidows Faawall has lilockail
il Hhis i

Do wou want o kesp Bockng this program?

Eﬂ Hame= Pows Device Helwork Uty
: Bublisher Uninaun

[ KeepBlckim | [ unbeck | [ ackMelow |

Sariracicns: Finessall has bilocdesd 1hia poogram from acoaplivd conrectione: liom he
Iumﬂn;uamlm II_laI:l.l IECOgiZa |hBI:|'C_";lilmC( liuzt tha pubiishel. wau can
ok it. 2afhan sl | unblack 5 progigm?

Flgurs 5: Windows Sacurlly Alert
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AppendIx B- Power Davice Network Utility

Step 2: Aseign a valid IP Address o the POH

Option 1: Asslsted Setup {recommendad)

With the appropriate device aslected from the Equipment List, opan the
Matwork Seitings manu [Figurs 8] (Tools>Deavics Betupl. In the Davice

Matwork Seiting Manu, enter In 2 valki IP addrasa, subnaet mask, and
gateway addness to setup the PDLU device,

Device Network Seitings ﬁﬂ

Device MAC Address: 00-0C-15-03-04-30

Lsing DHCP  OYes (&

IP Address | 182 . 168 . 10 . 139 |

SubnetMask | 256 266 255 0 |

Gateway | 192 . 168 . 10 . 1 |

| save || cancel |

Flgura 8: Netwerk Satting Menu (Device Sahup)
Note: The DHGP oplion Is rest avalisble for all power devics.

Step 3: Authentication

Enter the usar namsa and of tha PDU davice at tha Authent cation
menu [Figure 7], Note: Tha dedsult ussmame |3 "cybes” and the default
password Is "cyber”.

Authentication &l

Enterthe username and password 1o save changes.

Lizer narme:
|

Flgurs 7: Authentication scrasn

Pasgword:

Aehvanwed Swtings
Timeout Settings

Tha Timeout Satting [Flgurs 8] (Edli>Timeout Ssttings) |s ussd o

speciy the walt ime when ecanning for network PDLU devicaa. Whan thera
ane mrany devices on the local nebaari, it may take sxtendsd poroda of e
to locate all the devicss. The Ymeout functon ks usad to limit the seanch ime.

Dafault is 3 saconds. Yald valies ane 3 to 60 saconds,

Timeout Setting

The time to wait all devices responsein 3 u-| seconds,

| ox || cancel | | pefaut |

Figrars &: Timaout Seiting

Far imformabian on Cyoarfowsd products, vish wew. CPEww.ocom 24
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